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For outsourcing of privacy-preserving data mining with large-scale data, we
consider two tasks: secure computation and statistical privacy. When the data contains private
information and is distributed over multiple locations, the former provides a methodology that
computes a specified function with the distributed data sources with keeping the secrecy of data in
the process of computation. The latter aims to prevent inference of input from the computed results.

In this research project, we developed studies on secure computation and statistical privacy
(including differential privacy) for various statistics and data mining tasks. More specifically, we
developed secure computation of vector matrix multiplication, set intersection cardinality,
statistical testing, and so on. For statistical privacy, we studied differential privacy of outlier
detection and privacy protection by interval release.



(privacy-preserving data mining PPDM)

PPDM

o

D)-1

x 16 64x 64

0.03s

M-

@

2

ID

on®)

AES 80bit

150

Bloom Filter(BF)

BF

16

0.01s



d

(
0(d"2)
8
Wenjie Lu, Shohei Kawasaki, Jun
Sakuma. Using Fully Homomorphic

Encryption for Statistical Analysis
of Categorical, Ordinal and Numerical

Data, Proc. Of Network and
Distributed System Security
Symposium (NDSS2017) online

proceedings (15 pages).

Wenjie Lu, Yoshiji Yamada, Jun Sakuma.

Privacy-preserving genome-wide
association studies on cloud
environment using fully homomorphic
encryption, BMC Medical Informatics
and Decision Making 2015, 15(Suppl

5):S1.

Kazuto Fukuchi, Toshihiro Kamishima,

Jun Sakuma, Prediction with
Model-Based Neutrality. IEICE
Transactions 98-D(8):  1503-1516
(2015).

Rina Okada, Kazuto Fukuchi, Jun
Sakuma, Differentially  Private
Analysis of Outliers, Proc. of
ECML/PKDD (2) 2015: 458-473.

David A. duVerle, Shohei Kawasaki,

Yoshiji Yamada, Jun Sakuma, Koji
Tsuda: Privacy-Preserving
Statistical Analysis by Exact

Logistic Regression. Proc. of IEEE
Symposium on Security and Privacy
Workshops 2015: 7-16.

Wenjie Lu, Yoshiji Yamada, Jun
Sakuma: Efficient Secure Outsourcing
of Genome-Wide Association Studies.
Proc. of IEEE Symposium on Security
and Privacy Workshops 2015: 3-6.

Kazuto Fukuchi, Jun Sakuma:
Neutralized Empirical Risk
Minimization with Generalization

Neutrality Bound. Proc. of ECML/PKDD
(1) 2014: 418-433.

Hiroaki Kikuchi, Jun Sakuma: Bloom
Filter Bootstrap: Privacy-Preserving
Estimation of the Size of an
Intersection. Journal of Information
Processing 22(2): 388-400 (2014).

8
2016
vol.2, pp.1207 - 1214, 2016 10 ,
(
).
I: ,

2015 .

vol .3, pp.266 - 273, 2015 10 ,

( )-



NI

o

I: ,
2015
vol .3, pp.274 - 281, 2015 10 ,

( )-

2015 , vol .3,
pp.1258-1265, 2015 10 ,

( )-

(CSS)2015,
2015 \
vol.3 pp. 40 - 47, 2015 10

( )

(1B1S2014) , vol. 114, no.
306, IBISML2014-47, pp. 95-102, 2014
1, (
)

Somewhat

2015
(SC1S2015)
2F2-2 (8 pages),
( )-

Shuang Wu, Junpei Kawamoto, Hiroaki
Kikuchi,Jun Sakuma,
Privacy-preserving Online Logistic
Regression Based on Homomorphic
Encryption,

(1B1S2013) ,vol.
113, no. 139, IBISML2013-10, pp.
67-74, 2013 7

( )-
ID(NCID):ISSN 1882-0840
1
SAKUMA JUN

90376963




