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Logical verification method for rational secret sharing protocols
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We developed logical inference systems for rational secret sharing protocols. The
key idea behind our systems was to use the first order logic and modal epistemic logic to describe inferen
ces of each participant and execution processes of a protocol. We also considered a model as the set of tr
aces of a protocol and showed soundness with respect to our systems.
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