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Construction of a Robust Algorithm for lIdentification of All Malicious Users of
a Digital Fingerprinting Code and Characterization of the Joint Capacity
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Digital fingerprinting codes are used to protect copyrights of digital
contents from piracy. In a digital fingerprinting code, we embed a codeword corresponding to a user
into a digital content. We need to design a digital fingerprinting code so that we can identify all
or a part of malicious users who collude and generate a pirated copy. In this study we investigate
the universal simple capacity and the universal joint capacity of a digital fingerprinting code,
where these capacities are related to the number of users under which we can use the digital
fingerprinting code reliably. We give explicit forms of the universal simple capacity and universal
joint capacity under slight modification of the problem. Although the formulas themselves can be
found in previous studies, we have given rigorous proofs of the direct parts and the converse parts.
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